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Where did some inspiration for the MoU come from?

NATO cyber defense workshop, Redmond, Washington



Where did some inspiration for the MoU come from?

“Excuse me, my country 1s under cyber attack™

Not clear who to call for help

* No agreements in place for providing help
No prepared plan for this kind of event
Atmosphere of shock, some anxiety



Where did the 1dea for the MoU come from?

» Cybersecurity experts meeting since Riga 2009
 Decision made to put a more legal basis on cooperation
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What is In the cybersecurity MoU?

Statement of common principles

Acknowledgement of the value of X-border cooperation
Share information about national efforts and best practice
Appoint national PoC’s for regular and emergency comm.




Who signed the cybersecurity MoU and how?

Minister of Economic Affairs and Infrastructure (Estonia)
Minister of Defence (Latvia)
Minister of Defence (Lithuania)

Signed using electronic signatures during VTC
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